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12.34.56.10 
This is a valid address for the 
Ethernet network to which the 
machine is attached 

12.34.56.50 
The dial up machine 
receives an address which 
is valid on the Ethernet 
network.  The Linux server 
will do proxy ARP for this 
address 

12.34.56.11 
This is just another 
machine on the 
Ethernet.  It just 
makes the network 
look like a network 

10.0.0.1 
This is where the magic takes 
place.  We use a designated 
intranet address which is only 
used by the Linux server and the 
Dial up client 

12.34.56.1 
This is the router to out 
upstream network.  We don’t 
care what goes on beyond here. 

Point to Point link 

Legend 
 
An IP interface 
An IP network 

IP Packet from Dial up client to internet 
The Dial up client has 10.0.0.1 as it’s default gateway.  It has a static 
route to 10.0.0.1 via the 12.34.56.50 interface. 
 
When the packed reaches the Linux server it is again forwarded to 
the default gateway 12.34.56.1.  The packet could just as well be 
destined for the local subnet.  In either case, the routing is done using 
the standard routing table. 
 
IP Packet from Internet to Dial up client 
The router 12.34.56.1 will send out an ARP request for the address 
12.34.56.50.  The machine is not present on the network but the 
Linux server is configured to do proxy ARP.  It answers with it’s 
own MAC address.  The router sends the packet to the Linux server 
The Linux server then checks it’s routing table for 12.34.56.50 and 
finds that the interface is 10.0.0.1.  It forwards the packet and the 
Dial up client receives it. 
 
The fact that 10.0.0.1 is not valid on the Ethernet network does not 
matter. 


